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-Web Defacement Monitoring Tool

Please click the button mapping to the corresponding fucntions.

Welcome to the Web Defacement Monitoring Tool.

M Create Website Profile

Feedback
(2] Set Auto Scan Configuration
[3] Back Up Website and Content |r]pUt \/ahdatl()ﬂ
(4] Scan for Defacement
(5] Hel i
: Understandability
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INnput
Website Directory

Monitoring

Hashing files

Differences
Byte-to-byte

Report

2 Versions
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Big Files
Only segments

Small Files

Hash everything

Using BLAKE2
for video and
image format

Differences

Byte-to-byte file
comparison

Byte-to-byte

Hash Algorithm
BLAKEZ2D




Libraries
Tkinter

0S
pathlio

datetime

PYBLAKEZ

Coding

Methoa




Implementation

$ export DISPLAY=:@
$ ./GUI.py

logFile.write("WDMT Program Finished Hashing:
str(end-start)+" Seconds\n")

def function2():
msg - messagebox.showinfo("Administrator"”,"Select your
scan config...")

? Web D ement Monitoring Tool X X

Web Defacement Monitoring Tool Web Defacement Menitoring Tool

Welcome to the Web Defacement Monitoring Tool. Weicome to the Web Defacement Monitoring Tool.
- N 2 . Please click the button mapping to the corresponding fucntions.
Please click the button mapping to the corresponding fucntions.

1 Create Website Profile [1] Create Website Profile
Set Auto Scan Configuration 2] Set Auto Scan Configuration
Back Up Website and Content [3] Back Up Website and Content

Scan for Defacem 4] Scan for Defacement

[5] Help

shutil.copy2(s, d)
OSError EE
print("Error: %s - %s.

(e.filename, e.strerror))
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J Line 131, Column 1 Spaces: 4 Python




Limited Testing

Features

Scan folder structure

Hash files
Deface File Detect

Back up files
Both OS Testing
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- Project Plan -

» Project Analysis * Project Design and Prototyping
* Requirements  User Interface

« Requirement Analysis Design » High-Level Design (HLD)

» Project Plan * Low-Level Design (LLD)

* Presentation * Presentation

» Project Testing, Evaluation and
Presentation

» Host and Implement

* Improvise, Adapt and Overcome

» Presentation

* Project Implementation
 Limited Testing the WDMT
 Demo

* Presentation
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